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Are you building a High-Risk Al System

EU Al act risk-based approach
The Al Act in a nutshell

An industry-wide, risk-based approach guided by ethical principles

Violation of EU fundamental rights
and values,
Prohibition

—p> Unacceptable risk

EU Al Act: A Risk-Based Approach

General purpose Al systems
(foundation models)

Applicable across industries
(ethical principles)

A risk-based approach to Al systems

Human agency and
oversight

Risk level Tierd

All providers will have to
comply with obligations
including issuing technical

Impact on health, safety or fundamental rights.
Conformi post-market monitoring
efc.

Technical robustness and
safety

Unacceptable

Prohibited

' ' —» High risk
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dealing with the operation and use of Al innovative Al systems comply with the Al Act;

systems on their behalf, taking into account
their technical knowledge, experience,
education and training and the context the Al
systems are to be used in, and considering the
persons or groups of persons on whom the Al
systems are to be used.

ii. Real World Testing: Article 60 and 61
sets out approved conditions to allow
for the testing of HRAI systems within .
real world conditions. The conditions
include specifications in respect of the
testing plan which must be created
and submitted to the relevant MSA,

What are Al Regulatory Sandboxes?

enhancing legal certainty for innovators;

it ngrop ity

European standardization ol of
o B

MEMBER STATES

regulatory sa

. An A

enhancing national competent authority
understanding of the opportunities, risks and
the impacts of Al use;

appropriate in
system, purst
under regulatory supervision (Article 3(55)).

supporting cooperation and the sharing of
best practices; and

National competent authorities
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ory sandboxes aim to enhance legal certainty
s and the competent authorities” oversight

and u

derstanding of the opportunities, emerging risks

and the impacts of Al use, to facilitate regulatory learning
viewto

ecital 139)

for authorities and undertakings,

future adaptions of the legal f
Role of National Authorities

= National authorities must establish at least one Al
regulatory sandbox at national level, which must be
operational by 2 August 2026 (Article 57(1))

= National authorities are tasked with providing guidance,
supervision and support throughout the  sandbox
lifecycle, identifying risks, in particular to fundamental
rights, health and safety (Article 57(6))

= National authorities must issue exit reports, detailing
the activities carried out in the sandbox and the related
results and learning outcomes. Providers may use such
documentation to demonstrate their compliance with
the Al Act. The European Commission and the Al Board

- Measures in support for innovation
(Article 57 - 63)

i. Sandboxes: Each Member State must
establish at least one “Al regulatory

sandbox” at a national level, which must be

operational within 2 years from the date

the Act enters into force.

An ‘Al regulatory sandbox’ is defined
as a controlled framework set up by a

competent authority which offers providers

or prospective providers of Al systems the

possibility to develop, train, validate and test,

anew Al system, pursuant to a “sandbox plan”
for a limited time under regulatory supervision.

the transfer of data relating to the test,
the length of the testing period, level

of oversight required and the type of
consent providers are required to obtain
from subjects of the testing prior to their
participation.

iii. Smaller enterprises: Article 62 places a

number of obligations on Member States
to assist in encouraging SMEs to apply the
Act to their operations, including through
the provision of training and advice

on application. Article 63 allows for
microenterprises to comply with certain
elements of the quality management
system required under Article 17 ina
simplified manner, to take account of the
relative resources available.

« accelerating access to markets, including by
removing barriers for SMEs and start-ups.

What is a regulatory sandbox under the Al Act?

The Al Act defines an ‘Al regulatory
sandbox” as:

“a controlled framework set up by a
competent authority which offers providers
or prospective providers of Al systems

the possibility to develop, train, validate

and test, where appropriate in real-world
conditions, an innovative Al system, pursuant
to a sandbox plan for a limited time under
regulatory supervision."

Al regulatory sandboxes can be established
in physical, digital or hybrid form and may
accommodate physical as well as digital products.
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